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ABSTRACT h

Password cracking Is a method used to obtain or discover a secure password. It can be used in cases of a forgotten password or a locked-out account. However, it Is widely used for malicious
intent. This includes gaining unauthorized access to a system to obtain private/personal information. To prevent these attacks and properly secure an account, a strong, unique password Is
necessary. We demonstrate how Machine Learning can be used to assess password security. We employ the scikit python library (MB) to read a dataset of passwords into the model’s data frame,
and the Python data package pandas (RM) to train the model to recognize and analyze basic combinations of characters. We create four passwords, with varying combinations and use Natural

\IL\anguage Processing (NLP), to compare them to the data base and determine their strength. /
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